
ISP Standard Table   -   Infuser Organizations 

Item 
Ref. # 

 
Security Component 

Required  
Standard 

Recommended 
Best Practice 

4 (Documentation is provided regarding policies and 
procedures in dealing with security incidents such as 
robberies, civil unrest, evacuations, weather, and natural 
disaster.) 

√  

15 (Facial recognition at a clarity of 10 feet of distance.) √  
15 (Pan/Tilt/Zoom {PTZ} cameras in enhanced security areas 

and exterior locations coupled with a fixed view cameras.)  √ 

15 (Cameras with zoom capability in all places where product 
is located - May be fixed camera with zoom capability.)  √ 

16 (Overlapping camera coverage with opposing views.)  √ 
24 (32” or larger monitors.)  √ 
24 (Monitors should be HD and capable of displaying up to 4 

camera views per 20 inches of monitor.)  √ 

24 (Blackout or privacy capability to shield monitor view from 
visitors.)  √ 

25 (Monitors placed at secured exterior access points 
showing what/who is on the other side prior to opening 
door.) 

 √ 

26 (Completion of a daily monitoring log documenting 
functionality, quality of picture, and appropriate field of 
view of all cameras.) 

√  

27 (1080p minimum resolution.)  √ 
28 (10 frames per second resolution.)  √ 
29 (180- day cloud-based storage with 100% redundancy.)  √ 
29 (Redundant server capability allowing for at least 14 days 

of storage for expansion and backups in the event of 
failed/overloaded servers.) 

 √ 

35 (Playback ability of live and recorded video is required.) √  
35 (Web-portal is password protected requiring a valid SSL 

certificate and supporting modern SSL encryption cipher 
suites and compatible with Windows and iOS platforms.) 

√  

35 (Historical remote viewing capability of at least 180 days.) √  
 


