








Next Generation 9-1-1 Modification Plan Narrative 

The Scott County 9-1-1 System is transitioning from E9-1-1 to Next Generation 9-1-1 (NG911). 
AT&T is the 9-1-1 System Provider (“SSP”). 

The Scott County 9-1-1 System will comply with all Federal and State laws and with National 
Emergency Number Association Standards (NENA) that pertain to NG911 including the NENA 
i3 Standard for Next Generation - NENA-STA-010.3a-2021. 

The State of Illinois has selected AT&T to provide a statewide Next Generation 9-1-1 System. 
AT&T’s ESInet combines AT&T’s network capabilities with technology from Intrado Life 
&Safety, Inc. (Intrado). The AT&T ESInet solution will facilitate an efficient transition from 
legacy 9-1-1 networks to networks capable of supporting the growing demands of a mobile 
society. With AT&T ESInet, the State is taking advantage of AT&T's investment in a pre-built, 
cloud-based solution that delivers next-generation functionality. AT&T is also providing their 
industry-leading AT&T VPN MPLS network for primary access to all PSAPs. 

AT&T’s ESInet solution is a combination of their IP network and Next Gen Core Services 
(NGCS) components that  includes industry leading SLAs, management services and tools to 
help ensure that they provide the best possible service. 

The design is based on building redundant systems to avoid any single point of failure (SPOF) in 
the ESInet and the overall NG9-1-1 Network Architecture. The NG9-1-1 system will provide 
flexibility in the routing of calls. The ESInet being deployed has all PSAPs connected and can 
route calls based on not only location, but also by availability. In a Next Generation solution, a 
call will be answered through intelligent routing. Additionally, there will be more available 
positions to answer calls because all connected and tested PSAPs will be technically able to 
answer the call and will be able to dispatch or transfer the call to another PSAP.   

AT&T’s ESInet defense-in-depth security is built into the architecture. AT&T's Global IP 
network is monitored by 8 different Security Operations Center (SOC) facilities located across 
the world. AT&T uses its security portfolio capabilities to protect their data centers and networks. 

AT&T’s ESInet provides six (6) geographically diverse and fully redundant facilities to increase 
resiliency and survivability in natural and man-made disaster scenarios, with scalable capacity 
capable of supporting more than twice the 9-1-1 busy hour call for the entire United States. 
AT&T has documented business continuity and restoration plans, including complex disaster and 
evacuation contingencies. The 24x7 operations center employs an Incident Handling process 
modeled on FEMA’s Incident Command System, with notifications built into the process. 

The ESInet is monitored 24x7x365 from a NOC with tier 2 and tier 3 technical resources 
dedicated to the AT&T ESInet. AT&T’s 9-1-1 Resolution Center has dedicated public safety 
resources. 

The AT&T ESInet provides a flexible routing platform that supports both ESN (tabular) and GIS 
(spatial) routing on the same Emergency Call Routing Function (ECRF).  



The AT&T ESInet solution will interconnect to legacy selective routers as defined per NENA 
standards. AT&T provides redundant, public safety grade points of presence in each LATA for 
OSP ingress locations for Legacy Network Gateways (LNGs).  

AT&T will interconnect to Legacy Selective Routers to transfer and/or receive calls with 
Automatic Number Identification (ANI) and Automatic Location Identification (ALI) 
information to the State’s NGCS via legacy means through the Legacy Selective Router Gateway 
(LSRG). Interconnections will also allow legacy PSAPs served by legacy selective routers to 
serve as the abandonment route for PSAPs served by the AT&T ESInet solution. 

 

Connectivity extends beyond the internal ESInet transport to external network and OSP 
interfaces. The ESInet supports both TDM and IP OSP ingress at geographically distributed 
Points of Interconnection (POI’s). The ESInet supports standards-based protocol interfaces to 
external ESInets for call hand-off and call transfers. With pre-established connectivity 
capabilities, PSAPs on the ESInet have the ability to transfer calls to PSAPs on other ESInets or 
PSAPs that have not yet transitioned off legacy selective routers. 

AT&T will coordinate getting the OSPs records into the AT&T ESInet database. AT&T will also 
jointly plan the interconnecting network with the OSP. Circuits will be ordered and implemented 
between the OSP and the ESInet POI. The ESInet POI may reside in an AT&T office or hub. 
AT&T will cooperatively test and turn up all trunking arrangements with the OSP. Traffic 
migrations from the legacy to new AT&T infrastructure will follow. 

Integrated Text-to-911 is supported by the ESInet. 

AT&T is responsible for negotiating interconnection agreements and trunking arrangements with 
each service provider. Interconnection agreements will include the roles and responsibilities of 
the Parties related to the exchange of 9-1-1 traffic including but not limited to, split rate centers, 
tandem to tandem and IP connections. 

GIS data is submitted to the AT&T ESInet via a web-based spatial interface (SI) portal. The 
portal provides secure GIS file transfer. 9-1-1 Authorities can maintain their local database 
schema and configure database changes using  attribute field mapping tools. 

The Spatial Interface (SI) validation engine logs errors and refers errors back to the originating 
9-1-1 Authority in comprehensive reports that are retrieved in the 9-1-1 Enterprise Geospatial 
Database Management System (9-1-1EGDMS). Validation errors are corrected by the 9-1-1 
Authority within their own GIS database. Updates are submitted and processed on an on-going 
basis.  

AT&T’s ESInet cyber security policies, standards, and guidelines are consistent with industry 
best practices as defined by International Organization for Standardization and Control 
Objectives for Information and related Technology. The AT&T ESInet is a highly secure, 
privately managed IP network providing IP based call routing services for next generation 9-1-1 
call delivery. All inbound and outbound traffic interactions are with pre-authorized entities, 



utilize agreed upon protocols and traverse controlled access points. Call processing and real-time 
data delivery are protected through both physical and logical controls. 

Sensitive data resides in trusted data centers that employ logical and physical access controls. All 
hardware and software elements deployed in a production environment go through stringent 
release management processes that incorporate thorough penetration scan testing. Corporate and 
development environments are separate from production and are not used in development or 
system test environments. Inter-zone traffic is restricted to only that of authorized personnel and 
the necessary protocols destinations used to support the management and applications of the 
ESInet with all other traffic implicitly denied by way of redundant and diverse Session Border 
Controllers (SBC) and stateful firewalls. 

A Network Operations Center (NOC) staffed 24 hours a day, seven days a week, 365 days a year 
to actively monitor and manage the AT&T ESInet end-to-end service is provided. When a 
potential or actual Customer-affecting issue is detected, the Incident Administration team is 
engaged by the NOC. The team uses established processes that are ISO 9001:2008-compliant for 
immediate escalation, notification, resolution, and reporting. All buildings, NOC and Data Center 
access are monitored by 24x7 security and access control systems. 

TEXT to 911 

Scott County 911 does not currently have the capability for text to 911. 

Our Text Control Center will be provided by the State of Illinois. All agencies dispatched will 
post announcements at their public meetings and posted on their websites/social media the 
availability of text to 911, an explanation of the use and shortcomings of the use for the public to 
see. All member agencies will be provided with documentation to post in their respective 
building for the public to view.  

BACKUP PSAP 

For calls being routed through the Scott County 9-1-1 selective router, the backup answering 
point is Quincy-Adams County 9-1-1. Our current configuration is to automatically route calls to 
Quincy-Adams County 9-1-1 in the event of system failure or overflow at Scott County 9-1-1 in 
conjunction with our current agreement. Quincy-Adams County 9-1-1 will remain the backup 
answering point for processing 9-1-1 calls from our selective router in the event of the inability 
of Scott County 9-1-1 to answer and process 9-1-1 calls in accordance with the existing 
agreement.  

Scott County 911 Call Handling Agreements inclusive of call transferring remain the same at this 
time. 

Scott County 911 does not plan to list an alternate route at this time. 
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For the purpose of effective handling and routing of 9 -1-1 Emergency Calls, 9-1-1 Authority 
_____________________________ and 9-1-1 Authority ________________________ have 
entered into this Agreement pursuant to a framework established between participants of the 9-
1-1 System (hereinafter the “Parties”).

This Backup Agreement authorizes and directs the _____________________ of 
_____________________________ and the ________________________ of 
_____________________________ to enter into a 9-1-1 Authorities Backup Agreement 
(“AGREEMENT”) to establish the procedures that enable management of emergency calls 
during prearranged, unanticipated, and exigent circumstances. 

This AGREEMENT establishes the procedures to follow during such circumstances. 

The headings contained in this AGREEMENT are for convenience of reference only and shall 
not affect in any way the meaning or interpretation of this AGREEMENT. As the Public Safety 
Answering Point’s (PSAPs) name will be used to describe the PSAPs that answer 9-1-1 calls. 

I. DEFINITIONS

Abandoned Call - A call placed to 9-1-1 when a PSAP is in an abandonment state/offline. 

Contingency diversion– The capability of routing 9-1-1calls to a designated alternate location(s) 
if all 9-1-1 trunks are busy or out of service due to a service interruption. May be activated upon 
request or automatically, if detectable, when call volume exceeds a designated threshold, 9-1- 
1 equipment fails, the PSAP itself is disabled, or other conditions causing the processing and 
answering of a 9-1-1 call to be compromised. 

Exigent circumstances – Situation impacting 9-1-1 call processing in which the PSAP authority 
determines is sufficiently significant and pressing to divert calls from the PSAP to a 
predetermined alternate PSAP. 

Primary [Diverting] PSAP – The PSAP which, by agreement, reroutes 9-1-1 calls to an alternate 
PSAP under prearranged, unanticipated, or exigent circumstances. 

Prolonged event – An exigent circumstance of a lengthy duration and condition that causes the 
PSAP’s authority to invoke contingency diversion of 9-1-1 calls from one PSAP to a 
predetermined receiving PSAP. 

Backup [Receiving] PSAP – The PSAP which, by agreement, answers 9-1-1 calls for another 
PSAP under prearranged, unanticipated, or exigent circumstances. 
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II. 9-1-1 EMERGENCY CALL HANDLING DISPATCH PROCEDURES AND PROTOCOLS

It is agreed by ______________________________ and _____________________________ 
that contingency diversion of 9-1-1 calls may not be supported if the Backup PSAP is 
experiencing its own emergency or has its own need for overflow call handling support. 

The exigent circumstances and conditions under which a contingency diversion activation 
may occur shall include, but are not limited to the need for PSAP evacuation, network failure, 
call handling equipment failure, unavailability of numerous workstations, or other conditions 
causing the processing and answering of a 9-1-1 call to be compromised. 

The rerouting of all 911 calls to the Backup PSAP shall be done at the 911 routing level 
(Selective router or NG911 Core Services [NGCS]) to maintain the same level of service and 
information, and not routed to ten-digit lines. If this is not capable, the substitute methods 
must be approved by the 911 Coordinator. 

_______________________________ agrees to accept the following call types from 
_______________________________: 

911 Voice 
911 Text 
10-digit Emergency
CAD-to-CAD Interface
10-digit Non-Emergency/Administrative (admin)
Images/Video to 911

A. Condition 1: Call overflow due to instances such as PSAP busy condition or ring, no- 
answer due to full call queue.

i. The Backup PSAP will accept overflow calls from ____________________ when
its call queue is full, or a call goes unanswered for a period of
___________________________ (____________) seconds. The Backup PSAP
will make best efforts to deliver any answered call details under this provision
back to the PSAP’s jurisdiction for dispatch by the following manner and in the
following priority order:

1. 1st Priority Method: Radio transmission on __________________
2. 2nd Priority Method: 10-digit non-emergency/admin
3. (___)  ___________
4. 3rd Priority Method: Talk group _______________________
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B. Condition 2: Call diversion due to instances such as PSAP offline or evacuated (also
known as abandonment) or call handling equipment is offline due to a network outage.

i. The Backup PSAP will accept calls from the Primary PSAP when the Primary
PSAP has invoked its abandonment state in the NGCS policy routing rules and the
Backup PSAP is next in the rules queue. The Primary PSAP may have multiple
alternate destinations provisioned ahead of the Backup PSAP which may assist in
limiting the volume of calls diverted to its call queue. The Backup PSAP will make
best efforts to deliver any answered call details under this provision back to the
Primary PSAP for dispatch by:

1. 1st Priority Method: Radio transmission on __________________
2. 2nd Priority Method: 10-digit non-emergency/admin
3. (___) ___________
4. 3rd Priority Method: Talk group ___________________________

C. Condition 3: Call misrouted due to routing function, shared exchange, mobile caller, or
other reason.

i. The Backup PSAP will accept calls from the Primary PSAP when misrouted calls
are transferred.

D. Both _________________________ and _______________________________ agree
to place an overflow queue for each other on their call handling screens to manage
inbound diverted 9-1-1 calls within thirty days (30) days of execution of this
AGREEMENT. Each Party shall bear their own costs for equipment modification. Both
Parties understand that diverted calls may be answered with a lower priority than the
answering jurisdiction’s – Check all that apply:

Text to 911,      10-digit emergency,      10-digit non-emergency calls/admin, and       alarm
calls.

E. During a call diversion event the Backup PSAP will audio record answered calls from the
Primary PSAP. Recordings will be made available to the Primary PSAP upon request.

F. During an emergency event lasting longer than ____________ (____) continuing hours,
the Primary Party will in good faith, make best efforts to send staff to the Backup PSAP
to provide operational support and subject matter expertise to minimize impact to the
Backup PSAP staff and operations.

G. Parties will share their call handling and call documentation procedures to inform one
another of the specifics of each other’s operation. At a minimum, Parties will gather
location information, call back number, nature of the call, and known safety information.
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Parties will make a concerted effort to align with the call documentation procedures when 
handling calls from the other’s jurisdiction. 

H. If a valid callback number is available, Parties will attempt to re-establish contact with
abandoned calls. At a minimum, one callback should be performed to verify if an
emergency exists when there are signs of distress, inaudibility, or a clear indication that
emergency service is needed.

I. When feasibly possible, __________________________ will follow up with a radio, voice
transmission, or TTY with the delivery of an email to (___) _________ of the available
Computer-Aided Dispatch (CAD) record for _______________________ calls.

J. When feasibly possible, _____________________________ will follow up with a radio or
voice transmission, or email with the delivery of a fax to (___) __________ of the
available CAD record for _____________________________________________ calls.

K. Within thirty (30) days of the execution of this AGREEMENT, the Parties agree to conduct
and document the appropriate training of their respective staff on the processes and
procedures agreed to by the Parties.

L. The Parties agree to notify the other Party of a return to normal conditions (such as the re- 
occupation of an evacuated PSAP) at the earliest possible opportunity. The Primary PSAP
will be responsible for returning services back to normal conditions.

M. If ___________________________ or ___________________________ is compelled
by Law to disclose any call information, it shall provide prompt written notice to the other
Party. If the Parties cannot fail to quash the legal process requiring disclosure, both Parties
understand the requested call information will be disclosed only to the extent necessary to
satisfy the request.

III. UPDATES AND MODIFICATIONS TO THIS AGREEMENT

This agreement shall last for a period of one year from ___________________ through 
________________ and shall continue from year to year thereafter. If either party wishes to 
terminate this agreement, they shall provide the other party with at least 30 days written 
notice of such termination. 

The Parties agree to review this Agreement on a bi-annual basis, at a minimum, to update any 
processes or understandings. 



9-1-1 AUTHORITIES
BACKUP AGREEMENT 

Page | 5 

The Parties entering into this AGREEMENT acknowledge that any modifications must be by 
mutual consent, in writing, with as advanced notice as possible considering the circumstances, 
and will be treated as an amendment to this AGREEMENT. 

The 911 Administrator shall be notified when there are any modifications to, or termination of, this 
AGREEMENT. 

IV. EFFECTIVE DATES

This AGREEMENT shall take effect upon its signing by authorized representatives of each party.

Signatures:

Name: ________________________________________________________

Signature: ___________________________________________________  Date: ____________

Title: ___________________________________________________

Name: ________________________________________________________

Signature: ___________________________________________________ Date: ____________

Title: ___________________________________________________
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